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Abstract. In the rise of the digital era, it’s easier than ever to create ne-
farious websites to spread misinformation. A more recent phenomenon in
the United States has been the creation of inauthentic local news websites
to further an information operation campaign. This paper is a review of
the 7 instances in which local news websites were created to influence res-
idents of a region between 2007 and 2024. By breaking down the ways in
which these sites operated, we discovered commonalities in the approach
- resurrecting “zombie" papers that were previously established authentic
local news organizations, sharing these sites on social media, and using
website templates from WordPress. By analyzing these commonalities,
we propose ways to mitigate the occurrence of these campaigns in the
future.
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1 Introduction

Since 2019, there has been an increased awareness in the United States of parti-
san organizations spreading “local" news to swing states; a worrying trend since
local news is the most trusted news source for Americans [8]. To date, over a
thousand of these websites that specialize in automated, low-quality reporting,
have been discovered [3]. Reporter Ryan Smith dubbed these sites as “pink slime"
[14] invading the American news diet. In addition to their websites, pink slime
has been shared on Facebook, Reddit, and Twitter/X [11].

While this phenomena is new in the United States, the concept of infiltrating
local news websites to share political propaganda is not new nor limited to the
USA. In this paper, we compile all other known cases of this untoward form of
local journalism as an information operation campaign. By understanding the
ways in which bad actors are able to infiltrate the local news ecosystem, policy
leaders can create rules and guidelines to prevent local news from being hijacked
in the future.
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2 Methodology

In order to find examples of pink slime abroad, we chose to focus on keywords
other than “pink slime" since it is an American-ized term. Instead, we searched
for terms that captured the essence of the creation of an information operation
campaign going after trusted local news sources with the phrases: “fake local
news", “hijacked local news" and “infiltrating local news". These phrases were
searched on Google Scholar, Google News, and the social media platform X; it
was important to expand beyond academic publications, as many of the articles
about these campaigns were done by fellow news reporters. Our selection crite-
rion was to find instances of deceitful local news websites by non-local reporters
that was trying to influence a specific community. Overall 7 such instances were
found.

3 International Instances of Pink Slime

The map below in Figure 1 shows all of the actors and regions involved in the
seven campaigns discovered. In this section, we describe each campaign in greater
detail in chronological order.

Fig. 1. A map representing the sources of inauthentic local news and the regions where
they created the “local" news. The geographic regions the arrows point towards are the
ones that were infiltrated by the source nodes. Image generated using the ORA network
visualization software [5].

3.1 2007: Germany’s ‘Zombie’ Papers

The earliest known example of inauthentic local news dates back to 2007 in Ger-
many. Unlike our other examples, this one has a less-sinister and, unfortunately,
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more practical origin story. Due to financial pressures, local newsrooms began
laying off their reporters, writers, and staff [2]. Eventually, many of these news-
rooms had no physical presence in a region but maintained their websites which
largely contained stories copied by competitors and money-generating ads [2].
Citizens who were aware of these “zombie" newsrooms grew distrustful of local
news, a painful consequence [2]. Figure 2 shows what one of these sites looked
like before it was taken over by non-local reporters and Figure 3 shows what the
same news site looks like a few years after the takeover. These sites still exist
throughout Germany and may have served as a template for later cases of in-
ternational pink slime, showing organizations that local reporters and a physical
presence are not required to run a local news agency [2].

3.2 2010: A Pro-India Campaign in the European Union

In 2019, the European Union Disinfo Lab uncovered an Indian campaign to influ-
ence the European Union by creating 265 “local" news sites within 65 countries,
dating back to 2010 [1]. The websites (most of which were named after extinct,
real local newspapers, the German “zombie" approach) shared anti-Pakistan con-
tent on their websites as well as associated Twitter accounts [1], as seen in Figures
4 and 5.

3.3 2018: Romania Driving Canadian Misinformation

Initially, Canadians believed that there was a new local news site about up-
dated driver laws in the country [4]; however, the scheme unearthed was much
more sinister and involved actors from Romania creating twelve “local" news
websites in Canada, as shown in Figure 6 [13]. These websites used WordPress
templates to share misinformation about recalls, immigration, and driving laws
[4] [13]. The articles garnered much interaction on social media platforms like
Facebook [4]. While the sites did not venture into promoting political agendas,
those researching the phenomena believe that was a next step [13].

3.4 2019: The Great Chinese Paperwall Against the World

A 2024 discovery by The Citizen Lab in Toronto found a pro-Beijing campaign
of 123 “local" news websites in 30 countries operated by a PR Firm in China
[6]. These sites were largely created using WordPress and contained both local
and national news stories aggregated from other news sources so as to not draw
suspicion with its own original content which contained targeted attacks and
conspiracy theories [6]. An example of one of their sites targeting residents of
Venice, Italy and the information it shared about Chinese President Xi Jiping
can be found in Figures 7 and 8.
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3.5 2023: Russia Infiltrates Israel

During the Russian-Ukraine conflict, the Russian government worked to change
the narrative by creating three “local" news websites in Israel [10]. These news
sites mimic more well known Israeli news sites but include anti-Ukrainian pro-
paganda [10]. Furthermore, the Russians websites ran fake stories accusing U.S.
President Biden of trying to “topple the Israeli government" [10], further at-
tempting to create a wedge between Israel and the United States.

3.6 2024: Lebanon Also Infiltrates Israel

As tension in Israel heated up, so did the influence campaigns. Lebanon created
“Dofrek TV", a website designed to share news with Israelis, as seen in Figure
9 [9]. In only a few days, news from the site was shared on many social media
platforms [9]. Despite claiming to be a voice for Israelis, the messaging is anti-
Israel, heavily critical of Prime Minister Netanyahu, and pro-Palestinian [9]. The
majority of the news content is lifted directly from other Israeli news outlets [9].

3.7 2024: Russia Comes for America

In the most recent instance, Russia created 4 news sites that appeared to be
local news for 4 major U.S. cities - D.C., New York, Chicago, and Miami -
in an attempt to influence the upcoming 2024 U.S. Presidential Election [12].
These sites used WordPress templates, and the Chicago site was akin to another
instance of a “zombie" paper as the Chicago Chronicle was a reputable local
newspaper from 1895-1907 (sadly too early to register a news domain on the
World Wide Web) that shuttered due to low profits before becoming a ploy in
Russian propaganda [12]. The group who discovered these sites wisely surmised
that “The purpose is not to fool a discerning reader into diving deeper into the
website, let alone subscribing. The goal instead is to lend an aura of credibility
to posts on social media spreading the disinformation"[12], a goal the group
accomplished. While many of the articles were lifted from other national news
sources, some of the original content still included ChatGPT prompts within the
text. An example of one of their sites can be seen in Figure 10.

4 Recommendations

Upon reviewing the seven examples of international local news hijacking, we see
several commonalities emerge which should be considered for policy action.

First, the rise of zombie papers. As termed by [2] to describe the happenings
in Germany, we saw other examples of foreign groups invading local news mar-
kets by using the names, logos, or likenesses of previously-active local news sites
for the region. The European DisinfoLab suggested that we “urge the domain
name industry to seriously reflect on this kind of fraudulent, disinforming be-
haviour as technical abuse of the domain name system" [7]. Perhaps having an
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assigned individual point person to give authorization when someone attempts
to register for a domain that contain formerly trademarked names could prevent
these zombies from being unearthed for evil again.

Second, these sites are all shared on social media. Many social media power-
houses have relied on Section 230 of the 1996 Communications Decency Act to
protect them from being tried as a publisher of what their users share on their
platforms. However, Facebook, Twitter, and Reddit have taken action against
previous information operation campaigns that they are made aware of. Having a
“tip" line for these instances that is shared with all of the social media platforms’
content moderation teams could expedite the removal of their content or at the
least, flagging it (or adding a “Community Note" in the case of Twitter/X).

Third, a majority of these sites are created using templates from the website-
building software WordPress. While WordPress’ Terms of Services does not hold
them liable for the content posted on these sites, they have a streamlined process
to report WordPress sites if they contain spam or infringe upon copyrights (many
of which these sites do).

A final recommendation would be to have a governing news authority create a
database of accredited local news organisations that meet certain requirements
(such as having local news reporters, providing non-partisan reporting, etc.).
Residents can then cross-check their news sources credibility via browser exten-
sions that highlight which news shared on their timeline is from accredited or
non-accredited local news organizations.

5 Conclusion

The presence of foreign countries invading the local news space is troubling and
growing in an age when it’s easy and inexpensive to make websites with no do-
main name regulation and then share them to social media to be viewed by thou-
sands. These information operations campaigns have various political goals and
have most recently targeted the political turmoil and uncertainty in Israel and
the upcoming Presidential Election in the United States. This paper documents
the seven accounts of this phenomena and provides policy recommendations to
target their modus operandi.
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Fig. 2. A 2012 translated screenshot of one of the German “zombie" newspapers before
it was taken over by non-locals.
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Fig. 3. A 2016 translated screenshot of one of the German “zombie" newspapers after
it was taken over by non-locals.
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Fig. 4. A 2018 screenshot from EP Today, a fake local news website established by
India to influence the European Union. One headline states “EU and India: Natural
Partners."
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Fig. 5. EP Today’s “About" section, highlighting that its audience is the European
Parliament.
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Fig. 6. A screenshot of the “Canada Eh" news site created by Romanians.
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Fig. 7. A translated screenshot of the “Venezia Post" news site created by Chinese to
target Venice, Italy.
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Fig. 8. A screenshot of the “Venezia Post"’s responses when searching Chinese Presi-
dent Xi Jiping.
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Fig. 9. An auto English-translated version of Dofek.TV, the Lebanon-backed ‘Israeli’
News Site.
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Fig. 10. A screenshot of the D.C. Weekly website run by Russia


