
Carnegie Mellon University ChatGPT EDU End User License Agreement (EULA) 

Effective Date: March 2025 

This End User License Agreement ("Agreement") is between Carnegie Mellon University ("CMU"), and 

the End User ("User") for the use of ChatGPT EDU. By accessing or using ChatGPT EDU, you agree to 

comply with the terms outlined in this Agreement. 

1. Administrative Usage. Authorized administrative personnel may use ChatGPT EDU for

university-related purposes, including but not limited to communication, content drafting, and

research. Users shall not enter Private, Restricted, or Restricted-Specific Data unless the source

document explicitly permits its use with AI processing. For example, data protected under HIPAA

is strictly prohibited.

2. Academic Usage

a. Faculty Usage: Faculty members may use ChatGPT EDU for teaching, research, and

academic administration. Faculty members sponsoring student subscriptions are

responsible for ensuring compliance with this Agreement and CMU data security policies.

b. Student Usage: Students may use ChatGPT EDU for academic purposes only. Faculty

sponsors are responsible for notifying students of the applicable terms and ensuring that

usage aligns with CMU policies.

3. Data Security and Privacy. End Users must comply with the following data protection

requirements:

a. Permissible Data: FERPA-protected data may be used within ChatGPT EDU.

b. Data Usage Restrictions: Private, Restricted or Restricted Specific Data may only be used

if the source document explicitly permits its processing within AI tools.

c. Prohibited Data: Users must not input, process, or store legally protected data such as

HIPAA-protected health data, payment card information, or other strictly confidential

records in ChatGPT EDU.

d. Web Sharing Restrictions: Users must disable web search features when working with

private or restricted data.

e. Chat Sharing: Users must turn off chat sharing between groups unless explicitly

authorized.

f. Custom GPTs: Users must not create or share GPTs that contain restricted or sensitive

data.

g. Logging and Monitoring: CMU reserves the right to monitor usage to ensure compliance.

4. Intellectual Property and Content Ownership

a. Users retain ownership of their inputs and outputs unless otherwise specified by CMU

policies.

b. Users may not use ChatGPT EDU to generate, distribute, or store infringing, illegal, or

harmful content.

5. Limitations

a. ChatGPT EDU is provided "as-is" without warranties of any kind.

b. CMU is not responsible for inaccuracies, errors, or any consequences arising from reliance

on AI-generated content.

6. Termination and Compliance

a. CMU may revoke access for violations of this Agreement.

b. This Agreement remains in effect for the duration of the user's access to ChatGPT EDU.

c. Users must comply with all applicable laws, CMU policies, and data governance

requirements.
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